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1. Introduction
Panks Pathways is committed to protecting the privacy and security of personal data. This policy explains how Panks Pathways collects, stores, processes, and protects personal information in line with the UK General Data Protection Regulation (UK GDPR) and the Data Protection Act 2018.
2. Purpose of This Policy
The purpose of this policy is to ensure that personal data is handled lawfully, transparently, and securely. It outlines the responsibilities of Panks Pathways in managing data and the rights of individuals whose data is processed.
3. Data Controller
As a sole trader, Mrs Claire Panks is the Data Controller for Panks Pathways. She is responsible for ensuring that all personal data is managed in accordance with data protection legislation.
4. Data Protection Principles
Under the UK GDPR, Panks Pathways ensures that personal data is:
- Processed lawfully, fairly, and transparently.
- Collected for specified, explicit, and legitimate purposes.
- Adequate, relevant, and limited to what is necessary.
- Accurate and kept up to date.
- Retained only for as long as necessary.
- Processed securely to protect against unauthorised access, loss, or damage.
5. Lawful Basis for Processing
Panks Pathways processes personal data under the following lawful bases:
- Consent: When individuals have given clear permission for their data to be processed.
- Contract: When processing is necessary for delivering agreed services.
- Legal Obligation: When processing is required by law.
- Legitimate Interests: When processing is necessary for the organisation’s legitimate activities and does not override the rights of the individual.
6. Data Collected
The following types of personal data may be collected and processed:
- Contact information (name, address, email, phone number)
- Health or wellbeing information relevant to services provided
- Session notes and records
- Payment details where applicable
7. Data Storage and Security
All personal data is stored securely in password-protected systems and/or locked physical files. Only authorised individuals (Mrs Claire Panks) have access to this data. Digital data is protected through secure encryption and antivirus software.
8. Data Sharing
Personal data will only be shared when necessary and in accordance with the law. This may include sharing with health professionals, safeguarding authorities, or as required by law. Data will never be sold or shared with third parties for marketing purposes.
9. Data Retention
Personal data will be retained only for as long as necessary to fulfil its purpose and comply with legal obligations. Once data is no longer required, it will be securely deleted or destroyed.
10. Rights of Individuals
Individuals have the following rights under UK GDPR:
- To access a copy of their personal data.
- To request correction of inaccurate data.
- To request erasure (‘right to be forgotten’) where applicable.
- To restrict or object to data processing.
- To request data portability.
- To withdraw consent at any time (where consent is the lawful basis).
11. Data Breaches
In the event of a data breach, Panks Pathways will assess the risk and, where necessary, report the breach to the Information Commissioner’s Office (ICO) within 72 hours. Affected individuals will be notified if there is a high risk to their rights or freedoms.
12. Contact Information
If you have any questions or wish to exercise your data protection rights, please contact:

Mrs Claire Panks
Email: pankspathways@gmail.com
Panks Pathways
13. Policy Review
This policy will be reviewed annually or earlier if legislation or best practice guidance changes. Next review date: 01/12/2026.
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